
 

 

eSafety - Introduction to eSafety 
 

Some online eSafety risks include: 
 

 Viruses which spread from computer to computer through the Internet. 
Some are just a nuisance and others can also delete your data. 

 

 Malware are innocent looking programs that try to trick you into 
installing them and steal your information 

 

 Spyware are programs designed to steal information like passwords or 
bank account details by recording your online activities 

 

 Scams are attempts to trick you into giving out personal information 
such as your bank account numbers, passwords and credit card 
numbers 

 
Some ways to protect yourself: 
 

 Think twice before opening emails, links and email attachments 
from people you don’t know 

 Only deal with businesses online that you know to have a good 
reputation. Search online for any information about a company 
before you buy 

 Make regular backups of all the information on your computer 

 Be wary if you receive unsolicited calls, do not give any 
personal information over the phone 

 Keep virus protection software up to date 
 
 
 
 



 

 

To find out more 
information, visit the 
Library website. Go to 
About the Libraries 

and then click on the 
Cyber Safety.  

 

Click on the ‘eSmart 
Libraries’ link at the 
top of the second 
paragraph. 

 
 
 
 

The eSmart Libraries 
page contains links to 
helpful eSafety 
resources including 
links to organisations, 
fact sheets and support 
for Seniors, Parents 
and Carers, 
Children/Teens and 
Women who may be 
experiencing issues 
online. 

 

 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

  
 
 
 
 
 
 
 
 
 
 
 
 
 
 


